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Preface

These volumes contain the papers selected for presentation at the 19th European
Symposium on Research in Computer Security (ESORICS 2014), held during
September 7-11, 2014, in Wroclaw, Poland. ESORICS has a two-decade-old
tradition of bringing together the international research community in a top-
quality event that covers all the areas of computer security, ranging from theory
to applications.

In response to the symposium’s call for papers, 234 papers were submitted
to the conference from 38 countries. The papers went through a careful review
process and were evaluated on the basis of their significance, novelty, technical
quality, as well as on their practical impact and/or their level of advancement
of the field’s foundations. Each paper received at least three independent re-
views, followed by extensive discussion. We finally selected 58 papers for the fi-
nal program, resulting in an acceptance rate of 24.79%. The authors of accepted
papers were requested to revise their papers, based on the comments received.
The program was completed with invited talks by Moti Yung from Google Inc.
and Columbia University, Stefano Paraboschi from Universita di Bergamo, and
Shlomi Dolev from Ben Gurion University of the Negev. A special talk on privacy
protection was given by Wojciech Wiewidrowski, Inspector General for Personal
Data Protection in Poland.

An event like ESORICS 2014 depends on the volunteering efforts of a host of
individuals and the support of numerous institutes. There is a long list of people
who volunteered their time and energy to put together and organize the con-
ference, and who deserve special thanks. We are indebted to Jacek Cichon, the
general chair of this symposium, for his continuous support. Thanks to all the
members of the Program Committee and the external reviewers for all their hard
work in evaluating the papers. We are also very grateful to all the people whose
work ensured a smooth organization process: the ESORICS Steering Commit-
tee, and its chair Pierangela Samarati in particular, for their support; Giovanni
Livraga, for taking care of publicity; Malgorzata Korzeniowska for management
of the local arrangements, Kamil Kluczniak for the technical work of putting
the proceedings together; and the local Organizing Committee, in particular
Przemystaw Kobylanski, Maciej Gebala, and Wojciech Wodo, for helping with
organization and taking care of local arrangements. We would also like to ex-
press our appreciation to everyone who organized the workshops (BADGERS,
DPM, QASA, SETOP SloT, STM, Smart ConDev S&P, UaESMC) co-located
with ESORICS. A number of organizations also deserve special thanks, includ-
ing Wroctaw University of Technology for acting as host, National Cryptology
Centre as a partner institution, and the ESORICS sponsors.

Finally, we would like to thank the submitters, authors, presenters, and par-
ticipants who, all together, made ESORICS 2014 a great success. We hope that


geit
Highlight
peer review evid. 

geit
Highlight
International evid.


VI Preface

the papers in these volumes help you with your research and professional activi-
ties and serve as a source of inspiration during the difficult but fascinating route
toward an on-line world with adequate security and privacy.

September 2014 Mirostaw Kutylowski
Jaideep Vaidya
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